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Readying for the Fundamental
Review of the Trading Book

An efficient approach to the new regulations

Compared with the Basel

2.5 framework, the amended
framework is estimated to
resultin amedianincrease of 16%,
and aweighted average increase
of 22% in market risk capital
requirements.?

Proven DatalLeadership
inFinancial Services

Leading firms globally runon Cloudera
tosupporttheirdataandanalytics
strategiesincluding

e 82ofthetop100 Global Banks

e 27ofthe 30 Global Systemically
Important Banks (G-SIB)

e 4largestCredit Card Networks

o 8ofthel0Largest Wealth
Affecting major banks globally with trading activities (whether theirown oron Management firms

behalf of their customer), these new market risk capital requirements took placein
January 2023. . J

The Fundamental Review of the Trading Book (FRTB), introduced by the Basel
Committee on Banking Supervision (BCBS), will transform how banks measurerisk as
part of theirkey requirements, shifting fromvalue atrisk (VaR) to primarily an expected
shortfall (ES) metric. BCBS hasreported that the updated frameworkis estimated to
increase marketrisk capitalrequirements by 22%, on average.

Value atrisk was identified to have fundamental weaknesses that did not address
therisk associated with the trading book, despite the introduction of the Basel
2.5framework. FRTBis designed to address suchrisks and determine capital
requirements aligned with marketrisk factors (interest rates, stock prices, etc.) that
canbemodelled, risk factors that cannot be modelled and potential default risk of the
trading book.

Overall, FRTBincreases scrutiny on the trading desk at a granularlevel that will require
increased quantities of historical data and increased analysis and computations
against this data.

ModelImpacts

FRTB placesincreased scrutiny onthe model formeasuring capitalrequirements and
addsrigortothe measurementsin eithermodelchosen.

Standardized Approach Internal Model

The standardized approachuses a fixed Aninternalmodelreferstoabank’sown
formula. Itis utilized whenabank does not capitalmodel, tailored toits ownbusiness.
have its own capital model, forexample, in Itisusually createdto drive savingsin capital
emerging markets. It has ahighercapital charges.

charge, whichmay push abankto develop an
internalmodel to avoid suchrequirements.
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Thoughnot theintention of FRTB, capitalrequirements are expected toincrease.’* To
minimize such charges, banks need tojustify why the internalmodelis more accurate
and howitis different fromthe standardized approach. The choice of anInternalModel
vs. a Standardized Approach comes down to the decision on whichmethod givesamore
appropriate level of capital fortherisk thatafirmis taking. Most banks should perform
quantitativeimpact studies to compare the two methods for their trading business.

Aninstitutionwillneed to conduct this comparisonforeachindividual trading desk
portfolio; requiringanincreasein calculations. The European Central Bank Banking
Supervision conducted a questionnaire to assess theimpact of the newrulesonthe
internalmodels. Theresponses, collectedin 2019, indicated that “approximately 40%
of the banks usingtheinternalmodelapproach (IMA)intend to seek IMA approval

Manage FRTB with Efficiency

+ Deploymentoptionsinany public or
private cloud oron premises provide
choice and control.

e Separate compute and storage
maximizes efficiency.

« Portability with container
architecture enables flexibility.

« Commongovernance to consistently
manage security and compliance.

underthenewrules.”

With the new guidelines, continuous monitoringis required, in addition to back-testing
to ensure standard andinternal approach accuracy.

To effectively address these requirements, banks will require exponentially more
historical data storage and compute power. Cloudera estimates that approximately
24xincreasein historical data storageisneeded and 30xincrease in computational
requirements. Banks willneed expanded capabilities fora centralized and secure
single view of risk data and a complete audit trail(s) for data, models and risk
calculations. Additionally, FRTB will require a machine learning ops framework that
supportsregularback testingand P&L attribution testing as required by the risk
model framework.

Inthis manner, FRTB puts a spotlight onthe data sources utilized, and the management
and governance of the datausedinthese complexmodels.

e Data Variety: Banks may seek additional data sources bothinternally and sourced
from third parties (ex. Bloomberg) to complement the trade data they already have
andto support the validation of market pricinginformation. Thisinformation may be
availableinreal-time orbatch end of day feeds.

e DataVolumes: The ES metricsrequire alongerhistory, thus drivinganincreaseinthe
data storagerequirements. Thisincludes data such asrisk classification, quotes, risk
weights, etc.

e Datalineage and Security: The data must be managed consistently with proper
security and governance, with datalineage and traceability maintained across
environments and models.
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Cloudera

Cloudera offers financialinstitutions aunified data and analytics platformto manage
and modelrisk exposures to drive improved risk management and enable risk digital
transformation. It supports big data, machine learning and predictive analytics to
enableimprovedrisk modelingand compliance support for FRTB and across the
enterprise to support CCAR/EBA Stress Testing, BCBS-239, MiFID II, IFRS-9, IFRS-17,
etc. Clouderaenables financial services entities to:

1. Ingest, process, analyze and driverisk analysis in real-time from high volumes
of streaming dataincluding market data, transaction data, alternative dataand
traditional enterprise data sources such as core banking, treasury and trading
platforms, etc.

2. Delivertimely, consistentrisk analytics acrosslines of business. Build, test, iterate,
deploy, and monitor machine learning models to enable advancedrisk analysis.

3. Execute multiple analytical options (from SQL Analytics and tooling for Bl engines
to supporting the latest machine learning and Al algorithms) in order to drive
intelligence and action from data at the edge, on premises, orinany public, private,
orhybrid cloud.

4.Maintain strict enterprise data security, governance, compliance and datalineage
across environments.

Riskrelated data sources are expanding not only in volume and velocity but alsoin

the variety of datatypes-structured, semi-structured and unstructured. Cloudera
manages streaming data such asinterestrates and stock market activity. It supports
massive volumes of dataingests to serve thereal-time dataneeds of an enterprise and
to support the FRTB modelling requirementsincluding this volatile data.

Why Cloudera

Clouderaenables financial services
providers to effectively execute
theirdataandanalytics strategy to
address currentand evolving
customer expectations.

Edge to Al Analytics

Allthe functionsneededtoingest,
transform, query, optimize, and make
predictions from data areintegrated,
eliminating the need for costly

point products.

Data Security & Compliance
Maintains strict enterprise data security,
governance, and controlacross all
environments.

Hybrid and Multi-Cloud
Delivers the same datamanagement
capabilities across data centers,
private, and public clouds.

100% Open Source
Opencompute and openstorage
ensureszerovendorlock-inand
maximum interoperability.
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Agile and Cost Efficient

Clouderaenables an efficientapproachto the dataand analytics challenge
surroundingrisk managementand modelling across the enterprise. Cloudera operates
across the majorpublic cloud providers, private cloud, on premises deployments and
isbasedon100% opensource technology. Cloudera automatically scalesresources
asdemandincreases orscales down asworkloads wind down. This ensures optimal
performance and cost efficiency when activities such as stress testsrequire

more resources.

Shared Data Experience (SDX)

Cloudera’s approach to the enterprise wide data security and privacy challenge

is SDX—Shared Data Experience. SDX enables acommon security, governance

and compliance layerthatis manageable and provides confidence that the datais
protected. SDX enables safe and compliant self-service access to data and analytics.
Multi-tenant data access and governance policies are set once, and automatically
enforced across the datalifecycleinhybrid as well as multi-clouds. SDXreduces
security risk and operational costs by delivering consistent data context

across deployments.

Efficiently Manage FRTB

Cloudera offers acomprehensive platformthat can model and monitorrisk exposures
on-demand. Cloudera offers ascalable infrastructure and standardized data structure
to absorb expanding data sets and manageincreased compute demands. Cloudera
enables adatastrategy that meets the demands of FRTB andis agile to adjust to new
and evolvingrequirements as they come forward in the future.
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Clouderais the only true hybrid platform for data, analytics, and Al. With100x more dataunder management than other cloud-only vendors,
Clouderaempowers global enterprises to transform data of all types, on any public or private cloud, into valuable, trusted insights. Our open data
lakehouse delivers scalable and secure data management with portable cloud-native analytics, enabling customers to bring GenAl models to their
datawhile maintaining privacy and ensuringresponsible, reliable Al deployments. The world’s largest brands in financial services, insurance, media,
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